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 Wireless sensor network (WSN) is a key to access the internet of things  

(IoT). The popularity of IoT and the prediction that there will be more devices  

connected to the Internet cause difficulties in integrating and making connected 

devices. The problem of IoT implementation are the lack of real-time data 

collection, processing, and the inability to provide continuous monitoring.  

To overcome these problems, this paper proposes an IoT device for monitoring 

environmental conditions through the IoT KAA platform that can be monitored 

anywhere and anytime in real time. The end device node consists of several 

sensors such as as temperature, humidity, carbon monoxide (CO) and carbon 

dioxide (CO2) sensors. The collected data from the end device node will be 

transmitted via a communication based on IEEE 802.15.4 to Raspberry Pi 

gateway, then sent to the KAA cloud server and saved into the database.  

The environmental data can be accessed via a web-based sensor application. 

We Analize the performance evaluation in terms of transaction, availability, 

data transfer, response time, transaction rate, throughput, and concurrency. 

The experimental result shows that the use of KAA IoT platform is better 

than that without platform. 
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1. INTRODUCTION 

The popularity of wireless sensor network (WSN) attracts world wide attention. WSN is the key that 

allows internet of things (IoT) to play an important role in the future of the internet in collecting information 

from environment and surrounding context. WSN and sensing tools will have a big influence on IoT 

technology. Some physical sensors and actuator devices are placed in the environment for monitoring and control 

operations. Information collected through the sensor device will be sent automatically to the monitoring 

center, and then an analysis of the data will be done when the data arrive at the monitoring center [1-3].  

IoT is a computing system related to devices, mechanical machines, digital, animals, people, or 

objects, which are given unique identifiers and abilities to transfer data through a network without the need 

for human-to-human interactions or human-to-computer interactions [4]. WSN as part of IoT technology 

have been used in various intelligent applications and services such as smart healthcare, smart building, smart 

home, smart cities, and smart environment [5, 6]. IoT has a vision to connect massively different entities 

which involves anything, any service and any media that can be accessed anytime and anywhere. The main 

purpose of IoT is data and intelligent decisions that result from data. More and more data are obtained, stored, 

processed, and analyzed with the advancement of public cloud computing technology [7]. 

https://creativecommons.org/licenses/by-sa/4.0/
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The increasing number of the development of connected devices creates new problems in  

the integration of WSN and manufacturing systems. The issues related to IoT environmental monitoring 

methods include the lack of real-time data collection and processing, and the inability to provide continuous 

monitoring, heterogeneity of communication protocol in the IoT world and hardware, interoperability  

and back-end services. Thus, it takes longer time to apply the IoT. In order to overcome the above-mentioned 

issues, some researchers have conducted several investigations related to WSN, IoT framework and its 

applications in various fields such as green house monitoring [8], smart home [9-12], flood prediction [13], 

electricity energy monitoring [14], and water quality monitoring [15].  

Abraham et al. [16] proposed remote monitoring of air condition and environmental soil quality 

based on intelligent data collection. The data obtained is displayed in a web-based that displays real-time 

data. Warning information will be displayed if it exceeds the limit of predetermined parameters. The device 

uses MQ-2 gas sensor and arella soil hygrometer, Raspberry Pi 2, ethernet, and Wi-Fi connection.  

Montori et al. [17] proposed an IoT architecture called SenSquare that combines sensor data from various 

IoT platforms. SenSquare integrates government data sources, open data sources, and crowdsensed sources 

sent by users. Then SenSquare will classify data collected using natural language processing (NLP) to be 

displayed on one display screen both on mobile and desktop. Spandana et al. [18] developed an air pollution 

monitoring system that integrates IoT, ESP8266 module, carbon dioxide (CO) sensor, carbon monoxide 

(CO2) sensor, dust particle sensor, and GPS location. Users can monitor pollution levels via android mobile 

devices and monitor air pollution locations through Google Maps. 

Tong et al. [19] proposed a simulation framework for monitoring energy-efficient environments by 

considering operating costs and device computing capabilities. The system uses scheduling to balance  

the monitoring process and energy consumption under different environmental conditions with low power 

wide area (LPWA) based. Wu et al. [20] proposes an IoT wearable device called WE-Safe to monitor 

dangerous environmental conditions through the LORA wireless network. The WE-safe sensor node  

is composed of MCU devices, temperature sensors, humidity sensors, ultra violet sensors, and CO2 sensors. 

Punniamoorthy [21] proposed a temperature condition monitoring system using an LM35 sensor, detection of 

dangerous gases using an MQ-2 sensor, humidity detection using a DHT11 sensor, fire detection, and water 

level. Data from the microcontroller will be sent to the base station using the GSM module. If an emergency 

condition occurs, the microcontroller will analyze and send information to the owner via SMS and email.  

Malche et al. [22] proposed the architecture of the IoT security application system for monitoring 

environmental conditions and alert systems. The system monitors air quality and noise pollution in certain 

areas. The sistem contains several sensors MG811 CO2, MQ6 LPG sensor, MQ7 CO, MQ2 smoke, MQ131 

ozone (O3), MQ136 sulfur dioxide (SO2), DHT22 temperature, and humidity. Yavari et al. [23] proposed 

monitoring hydrocarbon pollution from fuel stations. The sensing results will be sent to the cloud via the LoRa 

communication network, then the data will be analyzed and display a pollution map directly. Yang et al. [24] 

proposed ocean of things (OoT) framework for monitoring the condition of the marine environment uses IoT 

technology to improve the efficient use of data and information about the marine environment. The OoT 

framework consists of a data acquisition layer, a fog layer, and a cloud layer. Ghoneim et al. [25] proposed an air 

pollution detection system (APDS) using CO, nitrogen dioxide (NO2), O3 and SO2 sensors. Johnston et al. [26] 

proposed a prototype of the particulate matter (PM) monitoring system installed in a small temporary city.  

Based on the above state of the arts of research in WSN and IoT platform, the goal of this research 

is to use the IoT platform in the field of environment health monitoring system as the extention of our 

previous research which has not used the IoT platform [27]. It is necessary to do innovation of the integration 

of WSN and IoT. IoT middleware platform is used to build, manage, and integrate applications to provide  

a standard approach for integration and interoperability across connected products. 

In this paper, we collect the data sensor such as temperature, humidity, CO and CO2 from the sensor 

node. After being transmitted via a communication based on IEEE 802.15.4 to Raspberry Pi, the sensor data is sent to 

the KAA server and saved into the database that has been embedded in the KAA server. The information 

provided based on real time data, to be able to determine how the state of air quality is good or not, it needs a 

system that can monitor air quality, in which the system can be tracked live the results of sensor data of CO, CO2, 

humidity and temperature in the environment. The system automatically assigns the decision of the measurement 

results from the sensor data in the form of warning is very good, good, medium, bad, and dangerous indicator.  

The data can be accessed via a web-based sensor application. And then we conduct a service quality analysis 

in terms of transaction, availability, data transfer, response time, transaction rate, throughput, and concurrency. 

 

 

2. RESEARCH METHOD 

In this section, we discuss our proposed system for environment monitoring. It contains overall 

system architecture, component of system, sensor modules, fuzzification, configuration of waspmote sensor 
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node, implementation of KAA SDK in Raspberry Pi, and configuration of KAA platform. Figure 1 shows  

the general overview of the system design process. There are several sensor nodes to be in pairs. A sensor 

node is connected to the battery as a power source and XBee receiver as a communication tool. Gas sensor 

nodes are placed in some points to test and collect data such as gas concentration of CO and CO2 temperature 

and humidity in the environment. 
 

 

 
 

Figure 1. General system design 
 

 

The sensors will capture the value of the concentration of CO, CO2, temperature and humidity. They will 

send the value to the XBee transceiver using 802.15.4 ZigBee communication prior to the data transmission 

process. There is a decision support system using fuzzy logic as a decision making about environmental 

conditions on the measurement of sensor data, the data will be taken periodically every 5 minutes.  

XBee receiver will connect to Raspberry Pi which would enable it to make communication between 

the receiver and the Raspberry Pi using a USB serial communications. The data received by the Raspberry Pi 

will be processed in the Raspberry Pi. In the raspberry pi [28], there is an application used as a 

communication and data processing. In getting the sensor, the data is received in the form of data frame 

which will be changed by separating the data corresponding to sensor data. This application uses libraries: 

RS232 and KAA SDK. KAA SDK is a library that provides communication, data marshalling, persistence, 

and other functions available in KAA for specific types of endpoints (eg, Java-based, based on C ++, C 

based) [29]. It is the responsibility of the KAA client to process structured data given by KAA server 

(configuration, notifications, etc.) to supply the data to interface. the data that has been in the process of KAA 

SDK will be stored by the database that is embedded in KAA server. In this case, we use MongoDB database. 

The communication between the Raspberry Pi and KAA server is using the Internet and WiFi if 

accessed locally. The data stored in the MongoDB database that resides in the KAA server will be visualized 

in the form of web-based application. The application uses the servis of KAA server. This application will 

request KAA server to provide HTTP response in the form of JSON data. We use codeigniter framework (CI) 

to build web application.  

User can access Web-based applications that have been created, and the website should be 

connected to the Internet to retrieve data from the server. From client side (front-end), user will send an 

HTTP request via web browser (when accessing the website) to web server that has been provided. Then  

the web service will send a response in the form of JavaScript object notation (JSON) to users who access  

the website. When the request is received, web service will retrieve data from the database to be displayed  

on web applications. 
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Figure 2 shows the flowchart of KAA platform configuration. The configuration of log schema, log 

appender, and SDK profiles that is set to KAA server through a web UI provided by KAA. This stage is the 

most important one to generate KAA SDK that will be implemented in the end-device. Before generating 

KAA SDK that will be implemented on the client, it is necessary to advance the configuration on KAA 

platform through KAA sandbox web console. Host IP configuration is required as the communication 

between the KAA server and KAA SDK/KAA client. This configuration is done in the sandbox KAA. KAA 

sandbox is a separated KAA environment that includes client demo application. KAA sandbox includes all 

the components required in a comfortable virtual environment that can be arranged in just 5 minutes.  
 

 

 
 

Figure 2. Flowchart to configure KAA 
 

 

There are two ways to configure host IP KAA sandbox, through sandbox web UI and through  

a terminal console. Here is each way to configure the IP host KAA sandbox. The first is using the sandbox 

web UI. KAA sandbox web UI provides access to the KAA demo project and some basic configuration 

capabilities of KAA sandbox. After KAA sandbox is installed and opened, the web UI is available at the 

following URL (by default): http://127.0.0.1:9080/sandbox. 

The second is using terminal console. Configuration via terminal console can be done by typing  

the command below using the access rights as root. The next discussion is about making schema constructor 

on Avro UI sandbox that has been provided by KAA platform. Manufacture schema can be done by filling  

the column that has been provided and by using JSON. The explanation about making schema using filling 

column is provided as shown in Figure 3 which illustrates the making with JSON schema that will be made 

into the column of form. After manufacturing schema to the Avro UI sandbox, the result is saved in the form 

of JSON. Then, the log schema and log appender are configured. The function of the log schema is to define 

the schema will be used to do versioning in the schema that has been made.  

Log appender is used not only to determine the version of the log schema that will be used before it 

generates KAA SDK, but also log appender used to deliver the log records from a data collection application 

to local MongoDB instance, and then Collection will be made automatically. 
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Figure 3. Schema constructor using field 
 

 

Figure 4 shows the densing data from end device to KAA server. The data transmission process 

starting from sending waspmote sensor data and the resulted data. To send the data to the raspberry Pi that 

has been connected to the gateway (USB XBee receiver), waspmote transmit the data by using the Zigbee 

802.15.4 protocol frame structure for each delivery. Frame structure read through Waspmote IDE will be 

written in hexadecimal format, but when initializing frame is sent as ASCII type, then the frame will also 

bring the translation frame information in the form of ASCII. As a result, the information in frame can be 

read more easily. One frame will be marked with a start delimiter and each of information will be separated 

by the separator "#". Such information should include id_Waspmote, id_frame, sensor type and value. 
 

 

 
 

Figure 4. Flow of the data transmission process 
 

 

The data, in the form of a frame (STR), is received by the gateway (USB XBee receiver) through 

802.15.4 Zigbee protocol. Data of the top frame will be converted by using the Raspberry Pi with C code 

which has been planted in it. This code not only implements KAA SDK, but also performs, from data frame 

into data per sensor. The data will be packaged in the form of frames (ASCII frame). Start delimiter " <=> " 

indicates that a new frame has been sent and become a marker for the next new frame. Each frame 

successfully received by the gateway will be converted by raspberry into data per sensor. Raspberry will 

define data per sensor with log schema; the purpose of this definition is a translation of the value of data per 

sensor to KAA SDK, so this SDK can communicate with KAA server and KAA SDK/client can perform data 

storage to the database already in KAA. 

 

 

3. RESULTS AND DISCUSSION  

This section discusses the testing process of the implementation of KAA IoT platform  

on the performance of the service provided. This test will compare the use of IoT application between KAA 

platform and the one using the platform in web-based application. The purpose of this test is to find out  

the performance of KAA with zwamp web server that includes the number of transactions, availability, data 

transferred, response time, transaction rate, throughput, and concurrency. 
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3.1.  Web-based application 

Figure 5 shows the realtime monitoring menu. The graphics on this application shows the data 

concentration levels of carbon monoxide, carbon dioxide, temperature and humidity by displaying the latest 

data. There is a numerical rating that displays not only 4 sensor data values of carbon monoxide, carbon 

dioxide, temperature and humidity, but also the most recent values. In addition, the application provides 

information of air condition which is very good, good, average, bad, and dangerous. Figure 6 shows realtime 

monitoring dashboard containing facts about air pollution, the description of CO, CO2, temperature, humidity, 

and their impacts. There is also a real time digital data conditions updated continuesly evey 10 seconds. 

 

 

 
 

Figure 5. Realtime monitoring menu 

 

 

 
 

Figure 6. Graphic monitoring menu 
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3.2.  Application performance comparation between KAA platform and without one 

To test application performance using KAA platform and without platform, we simulated the upload 

data from sensing by KAA endpoint to KAA server and downloaded the results of sensing by the client  

from the server. We used a tool called “Siege” to test and define KAA performance. We tested the 

performance of the transaction, availability, data transfer, response time, transaction rate, throughput, and 

concurrency, as described bellow: 

− Transaction is the number of server hits.  

− Availability is readiness in terms of both servers and endpoints to exchange/send data in KAA platform. 

− Data transfer is the number of data generated on the endpoint or the sensor to be sent to the server.  

It includes the header information as well as content. Because it includes header information, the number 

reported by siege will be larger than the number reported by the server. In internet mode, which hits 

random URLs in a configuration file, this number is expected to vary from run to run. 

− Response time is the average time to respond to each simulated user’s requests. 

− Throughput is the average number of bytes transferred every second from the server to all the simulated users. 

− Concurrency is the average number of simultaneous user connections, the greater number of 

concurrencies, the more decressing the server performance. 

Table 1 shows that the transaction and availability of KAA platform is bigger than that without 

platform. Although the number of user concurrent increases, the availability of KAA platform is constant at 

100% and gains more transactions than that without IoT platform. 

 

 

Table 1. Result of transaction (hits) and availability (%) 

User (Concurrent) 

Transaction (hits) Availability (%) 

KAA 

platform 
Without platform KAA platform Without platform 

10 1162 1188 100% 100% 

50 5888 5730 100% 100% 
100 11702 11472 100% 100% 

150 17502 14804 100% 100% 

200 23364 14398 100% 99,65% 
250 29144 14462 100% 99,87% 

300 33766 14328 100% 99,18% 

350 33416 14706 100% 100% 

400 34022 14216 100% 99,9% 

 

 

Table 2 shows that the data transfer and response time of KAA platform is less than that of without 

platform. KAA platform has its own method of sending data and models such as data encryption so that  

the size will be smaller and safer. If the size of the data to be sent is smaller, it is likely that such data will not 

lose data, and the data will be faster up and not spend a lot of bandwidth. 

 

 

Table 2. Result of data transfer (MB) and response time (s) 

User (concurrent) 
Data transfer (MB) Response time (s) 

KAA platform Without platform KAA platform Without platform 

10 4,09 25,64 0,11 0,11 

50 20,72 123,66 0,07 0,12 

100 41,19 247,58 0,07 0,2 
150 61,6 319,5 0,08 1,04 

200 82,23 310,8 0,08 3,19 

250 102,58 312,17 0,11 5,22 
300 118,84 309,33 0,29 7,19 

350 117,62 317,44 1,21 8,96 

400 119,76 306,88 1,98 11,48 

 

 

Table 3 shows that the transaction rate of KAA platform is higher than that without platform, while 

the use of throughput of KAA platform is lower than that without platform. It means using KAA platform 

can gain more transaction rate and reduce the use of bandwidth. Table 4 shows that the concurrency of KAA 

platform is lower than that without platform. Concurrency is the process that occurs at the same time.  

The more the number of concurrency, the harder the hardware works, causing the device to be hot. The fewer 

the number of concurrency, the better the performance is. 
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Table 3. Result of transaction rate (trans/s) and throughput (MB/s) 

User (concurent) 

Transaction rate (trans/s) Throughput (MB/s) 

KAA 

platform 
Without platform KAA platform Without platform 

10 1,94 1,98 0,01 0,04 

50 9,82 9,56 0,03 0,21 
100 19,53 19,13 0,07 0,41 

150 29,19 24,67 0,1 0,53 

200 38,96 24 0,14 0,57 
250 48,63 24,11 0,17 0,52 

300 56,34 23,88 0,2 0,52 

350 55,75 24,54 0,2 0,53 
400 56,71 23,73 0,2 0,51 

 

 

Table 4. Result of concurrency 

User (concurrent) 
Concurrency 

KAA platform Without platform 

10 0,21 0,21 

50 0,72 1,13 
100 1,46 3,73 

150 2,23 25,63 

200 2,98 76,52 
250 5,22 125,93 

300 16,07 171,8 
350 67,57 220 

400 112,5 272,3 

 

 

4. CONCLUSION 

This study proposes an IoT for monitoring environmental conditions through the IoT KAA platform 

base that can be monitored in real time anywhere and anytime. We collected the sensor data such as temperature, 

humidity, CO and CO2 from the sensor nodes. After being transmitted via a communication based on IEEE 

802.15.4 to Raspberry Pi, the sensor data is sent to the KAA server and saved into the database that has been 

embedded in the KAA server. Based on the experiment results, KAA is a reliable and flexible platform to use 

and develop, and it makes it easy for developers to build IoT applications. KAA platform has good scalability in 

terms of transaction, availability, data transfer, response time, transaction rate, throughput, and concurrency. 

With the implementation of KAA platform, the concentration of CO, CO2, temperature, and humidity can be 

monitored remotely through web applications with better performance. For future works, mobile applications 

will be developed to monitor the condition of the air environment from anywhere and anytime. 
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